Net wor k Wor ki ng G oup J. Elliott
Request for Comments: 2099 ]
Cat egory: | nformational March 1997
Request for Comrents Summary
RFC Nunbers 2000- 2099
Status of This Meno

This RFC is a slightly annotated |list of the 100 RFCs from RFC 2000
through RFCs 2099. This is a status report on these RFCs. This neno

provides information for the Internet community. |t does not specify
an Internet standard of any kind. Distribution of this neno is
unlimted.

Not e

Many RFCs, but not all, are Proposed Standards, Draft Standards, or
Standards. Since the status of these RFCs may change during the
standards processing, we note here only that they are on the
standards track. Please see the latest edition of "Internet Oficia
Prot ocol Standards" for the current state and status of these RFCs.
In the following, RFCs on the standards track are marked [ STANDARDS-

TRACK] .

RFC Aut hor Dat e Title

2099 Elliott Mar 97 Request for Comrents Summary

Thi s neno.

2098 Kat sube Feb 97 Toshi ba’'s Router Architecture Extensions

for ATM: Overvi ew

This meno describes a new internetworking architecture which nakes
better use of the property of ATM This neno provides information for
the Internet comunity. This nmenbp does not specify an Internet standard
of any kind.
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RFC 2099 Sunmary of 2000-2099 March 1997

2097 Pal | Jan 97 The PPP Net Bl OS Franmes Control Protoco
( NBFCP)

Thi s docunent defines the Network Control Protocol for establishing and
configuring the NBF protocol over PPP. The NBFCP protocol is only
applicable for an end systemto connect to a peer systemor the LAN that
peer systemis connected to. [ STANDARDS- TRACK]

2096 Baker Jan 97 | P Forwardi ng Table M B

This meno defines an update to RFC 1354. The significant difference
between this MB and RFC 1354 is the recognition (explicitly discussed
but by consensus left to future work) that CIDR routes may have the sane
network number but different network masks. [ STANDARDS- TRACK]

2095 Kl ensin Jan 97 | MAP/ POP AUTHori ze Extension for Sinple
Chal | enge/ Response

This specification provides a sinple challenge-response authentication
protocol that is suitable for use with | MAP4. [ STANDARDS- TRACK]

2094 Har ney Mar 97 Group Key Managenent Protocol (GKWP)
Architecture

This specification proposes a protocol to create grouped symretric keys
and distribute them anongst conmuni cating peers. This nmeno defines an
Experimental Protocol for the Internet comunity.

2093 Har ney Mar 97 Group Key Managemnent Protocol (GKWP)
Speci fication

This specification proposes a protocol to create grouped symmetric keys
and distribute them anongst conmuni cating peers. This neno defines an
Experi mental Protocol for the Internet conmunity.

2092 Sherry Jan 97 Protocol Analysis for Triggered R P

As required by Routing Protocol Criteria [1], this report docunents the
key features of Triggered Extensions to RIP to Support Dermand Circuits
[2] and the current inplenmentation experience. This nmeno provides
information for the Internet conmunity. This neno does not specify an
I nternet standard of any kind.
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2091 Meyer Jan 97 Triggered Extensions to RIP to Support
Demand Circuits

Thi s docunent defines a nodification which can be applied to Bell man-
Ford (di stance vector) algorithminformation broadcasting protocols.
[ STANDARDS- TRACK]

2090 Enber son Feb 97  TFTP Multicast Option

Thi s docunent describes a new TFTP option. This new option will allow
the multiple clients to receive the sane file concurrently through the
use of Milticast packets. This neno defines an Experinental Protoco
for the Internet community.

2089 W j nen Jan 97 V2ToV1l Mappi ng SNVPv2 onto SNWPv1 within
a bi-lingual SNWP agent

The goal of this neno is to document a conmon way of napping an SNWPv2
response into an SNMPvl response within a bi-lingual SNMP agent (one
that supports both SNMPv1l and SNWPv2). This neno provides information
for the Internet conmunity. This nmeno does not specify an Internet
standard of any ki nd.

2088 Myers Jan 97 | MAP4 non-synchronizing literals

The Internet Message Access Protocol [IMAP4] contains the "literal”
syntactic construct for communicating strings. Wen sending a litera
fromclient to server, |IMAP4 requires the client to wait for the server
to send a conmmand conti nuation request between sending the octet count
and the string data. This docunment specifies an alternate form of
literal which does not require this network round trip. [STANDARDS-

TRACK]
2087 Myers Jan 97 | MAP4 QUOTA ext ensi on
The QUOTA extension of the Internet Message Access Protocol [1MAP4]

permts administrative limts on resource usage (quotas) to be
mani pul ated through the | MAP protocol. [ STANDARDS- TRACK]
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2086 MWers Jan 97 | MAP4 ACL extension

The ACL extension of the Internet Message Access Protocol [ MAP4]
permits access control lists to be manipul ated through the | MAP
protocol . [ STANDARDS- TRACK]

2085 Cehl er Feb 97 HVAC- MD5 | P Aut hentication with Replay
Preventi on

Thi s docunent describes a keyed-MD5 transformto be used in conjunction
with the I P Authentication Header [RFC-1826]. The particular transform
is based on [HVAC-MD5]. An option is also specified to guard agai nst
replay attacks. [ STANDARDS- TRACK]

2084 Bossert Jan 97 Consi derations for Web Transacti on
Security

This docunent specifies the requirenents for the provision of security
services to the HyperText Transport Protocol. These services include
confidentiality, integrity, user authentication, and authentication of
servers/services, including proxied or gatewayed services. This nmenp
provides information for the Internet community. This nmeno does not
specify an Internet standard of any kind.

2083 Bout el | Jan 97 PNG (Portabl e Network G aphics)
Specification Version 1.0

Thi s docunent describes PNG (Portable Network Graphics), an extensible
file format for the | ossless, portable, well-conpressed storage of
raster images. This nmeno provides information for the Internet
community. This neno does not specify an Internet standard of any kind.

2082 Baker Jan 97 RI P-2 MD5 Aut hentication

Gowth in the Internet has nade us aware of the need for inproved
aut hentication of routing information. RIP-2 provides for

unaut henti cated service (as in classical RIP), or password

aut hentication. [ STANDARDS- TRACK]
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2081 Mal ki n Jan 97 Rl Png Protocol Applicability Statenent

As required by Routing Protocol Criteria (RFC 1264), this report defines
the applicability of the RIPng protocol within the Internet. This nmenp
provides information for the Internet community. This meno does not
specify an Internet standard of any kind.

2080 Mal ki n Jan 97 R Png for |Pv6

Thi s docunment specifies a routing protocol for an IPv6 internet. It is
based on protocols and algorithns currently in wide use in the |Pv4
I nt er net [ STANDARDS- TRACK]

2079 Smith Jan 97 Definition of an X. 500 Attribute Type
and an Object Cass to Hold Uniform
Resource ldentifiers (URIS)

This docunent builds on the experinmentation to date and defines a new
attribute type and an auxiliary object class to allow URI's, including
URLs, to be stored in directory entries in a standard way. [ STANDARDS-

TRACK]

2078 Li nn Jan 97 Ceneric Security Service Application
Program I nterface, Version 2

The Generic Security Service Application ProgramInterface (GSS-APl), as
defined in RFC- 1508, provides security services to callers in a generic
fashi on, supportable with a range of underlyi ng mechani sns and

t echnol ogi es and hence all owi ng source-1level portability of applications
to different environments. [ STANDARDS- TRACK]

2077 Nel son Jan 97 The Model Primary Content Type for
Mul ti purpose Internet Mail Extensions

The purpose of this meno is to propose an update to Internet RFC 2045 to
include a new primary content-type to be known as "nodel". [ STANDARDS-

TRACK]
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2076 Pal me Feb 97 Conmmon | nternet Message Headers

This meno contains a table of conmonly occurring headers in headi ngs of
e-mai |l nmessages. This nmeno provides information for the Internet
community. This neno does not specify an Internet standard of any kind.

2075 Partri dge Jan 97 | P Echo Host Service

This meno describes how to inplenent an IP echo host. |P echo hosts
send back | P datagranms after exchanging the source and destination IP
addresses. This nenp defines an Experinental Protocol for the Internet
communi ty.

2074 Bi er man Jan 97 Renmot e Network Monitoring M B Protoco
Identifiers

This meno defines an experinental portion of the Managenent |nformation
Base (M B) for use with network nmanagenent protocols in the Internet
community. In particular, it describes the algorithnms required to
identify different protocol encapsul ations managed with the Renote

Net work Monitoring M B Version 2 [RMON2]. [ STANDARDS- TRACK]

2073 Rekht er Jan 97 An | Pv6 Provi der-Based Uni cast Address
For mat

Thi s docunent defines an | Pv6 provider-based uni cast address format for
use in the Internet. [ STANDARDS- TRACK]

2072 Ber kowi t z Jan 97 Rout er Renunbering Qui de

Routers interact with numerous network infrastructure servers, including
DNS and SNVMP. These interactions, not just the pure addressing and
routing structure, nust be considered as part of router renunbering.
This neno provides information for the Internet conmmunity. This neno
does not specify an Internet standard of any ki nd.
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2071 Fer guson Jan 97 Net wor k Renunberi ng Overvi ew.
Wiy would | want it and what is it anyway?

This docunent attenpts to clearly define the concept of network
renunbering and di scuss sone of the nore pertinent reasons why an

organi zation would have a need to do so. This neno provides information
for the Internet conmmunity. This nmeno does not specify an Internet
standard of any ki nd.

2070 Yer geau Jan 97 Internationalization of the Hypertext
Mar kup Language

Thi s docunent is neant to address the issue of the internationalization
(i18n, i followed by 18 letters followed by n) of HTM. by extending the
specification of HTM. and gi ving addi ti onal reconmendations for proper

i nternationalization support. [ STANDARDS- TRACK]

2069 Franks Jan 97 An Extension to HTTP : Digest Access
Aut henti cati on

The protocol referred to as "HITP/1.0" includes the specification for a
Basi ¢ Access Authentication schene. This schene is not considered to be
a secure nethod of user authentication, as the user nanme and password
are passed over the network as clear text. A specification for a

di fferent authentication schenme is needed to address this severe
limtation. This docunment provides specification for such a schene,
referred to as "Digest Access Authentication". [STANDARDS- TRACK]

2068 Fi el di ng Jan 97 Hypertext Transfer Protocol -- HITP/ 1.1
The Hypertext Transfer Protocol (HTTP) is an application-Ilevel protoco
for distributed, collaborative, hypernedia information systens.

[ STANDARDS- TRACK]

2067 Renwi ck Jan 97 | P over H PP

ANSI St andard X3.218-1993 (H PPl -LE[3]) defines the encapsul ation of

| EEE 802.2 LLC PDUs and, by inplication, P on HHPPI. This neno is a

revision of RFC 1374, "IP and ARP on HIPPI", and is intended to repl ace
it in the Standards Track. [ STANDARDS- TRACK]
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2066 Cel |l ens Jan 97 TELNET CHARSET Option

Thi s docunent specifies a mechanismfor passing character set and
translation informati on between a TELNET client and server. This neno
defines an Experinental Protocol for the Internet comunity.

2065 East | ake Jan 97 Domai n Nanme System Security Extensions

The Donmai n Name System (DNS) has becone a critical operational part of
the Internet infrastructure yet it has no strong security nechanisns to
assure data integrity or authentication. Extensions to the DNS are
descri bed that provide these services to security aware resolvers or
applications through the use of cryptographic digital signatures.

[ STANDARDS- TRACK]

2064 Br ownl ee Jan 97 Traffic Fl ow Measurenent: Mter MB

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in TCP/|P-based internets. In
particular, this nmeno defines managed objects used for obtaining traffic
flow information fromnetwork traffic meters. This nmeno defines an
Experimental Protocol for the Internet comunity.

2063 Br ownl ee Jan 97 Traffic Fl ow Measurenent: Architecture

Thi s docunent describes an architecture for the neasurenent and
reporting of network traffic flows, discusses howthis relates to an
overall network traffic flow architecture, and describes howit can be
used within the Internet. This meno defines an Experinental Protoco
for the Internet community.

2062 Crispin Dec 96 I nternet Message Access Protocol -
bsol et e Synt ax

Thi s docunent describes obsol ete syntax which may be encountered by

| MAP4 i npl enent ati ons which deal with ol der versions of the Internet
Mai |l Access Protocol. This neno provides information for the Internet
community. This nenp does not specify an Internet standard of any kind.
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2061 Crispin Dec 96 | MAP4 COVPATI BI LITY WTH | MAP2BI S

This docunent is intended to be read along with RFC 1176 and t he nost
recent | MAP4 specification (RFC 2060) to assist inplementors in creating
an | MAP4 inmplenentation to interoperate with inplenentations that
conformto earlier specifications. This nmeno provides information for
the Internet comunity. This nmenp does not specify an Internet standard
of any kind.

2060 Crispin Dec 96 I NTERNET MESSAGE ACCESS PROTOCOL -
VERSI ON 4revl

The I nternet Message Access Protocol, Version 4revl (I MAP4revl) allows a
client to access and manipul ate el ectronic mail nmessages on a server
[ STANDARDS- TRACK]

2059 Ri gney Jan 97 RADI US Accounti ng

Thi s docunent describes a protocol for carrying accounting information
bet ween a Network Access Server and a shared Accounting Server. This
meno provides information for the Internet community. This nmeno does
not specify an Internet standard of any kind.

2058 Ri gney Jan 97 Renot e Aut hentication Dial In User
Servi ce (RADI US)

Thi s docunent describes a protocol for carrying authentication

aut hori zation, and configuration infornation between a Network Access
Server which desires to authenticate its Iinks and a shared

Aut henti cation Server. [ STANDARDS- TRACK]

2057 Br adner Nov 96 Source Directed Access Control on the
I nt er net

This meno was devel oped froma deposition that | submitted as part of a
chal  enge to the Communi cati ons Decency Act of 1996, part of the

Tel econmuni cati ons Reform Act of 1996. This neno provides information
for the Internet community. This nmeno does not specify an Internet
standard of any ki nd.
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2056 Denenber g Nov 96 Uni form Resource Locators for Z39.50

Z39.50 is an information retrieval protocol that does not fit neatly
into a retrieval nodel designed primarily around the statel ess fetch of
data. Instead, it nodels a general user inquiry as a session-oriented,
multi-step task, any step of which may be suspended tenporarily while
the server requests additional parameters fromthe client before
continui ng. [ STANDARDS- TRACK]

2055 Cal | aghan Cct 96 WebNFS Server Specification

Thi s docunent describes the specifications for a server of WbNFS
clients. This nmeno provides information for the Internet community.
This meno does not specify an Internet standard of any ki nd.

2054 Cal | aghan Cct 96 WebNFS Cient Specification

Thi s docunent describes a |ightweight binding nmechanismthat allows NFS
clients to obtain service from WbNFS-enabl ed servers with a m ni mum of
protocol overhead. This neno provides information for the Internet

community. This neno does not specify an Internet standard of any kind.

2053 Der-Danieliantz GCct 96 The AM (Arnenia) Domain

The AM Domain is an official Internet top-level domain of Armenia. This
meno provides information for the Internet community. This nmeno does
not specify an Internet standard of any kind.

2052 @il brandsen COct 96 A DNS RR for specifying the |ocation of
services (DNS SRV)

Thi s docunent describes a DNS RR which specifies the |ocation of the
server(s) for a specific protocol and donmain (like a nore general form
of MX). This neno defines an Experinmental Protocol for the Internet
conmuni ty.
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2051 Al'len Cct 96 Definitions of Managed Objects for APPC
using SMv2

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it defines objects for managi ng the configuration

nmoni toring and controlling of network devices with APPC (Advanced
Program t o- Program Conmuni cati ons) capabilities. This meno identifies
managed objects for the SNA LUG.2 protocols. [ STANDARDS- TRACK]

2050 Hubbar d Nov 96 I NTERNET REG STRY | P ALLOCATI ON
GUI DELI NES

Thi s docunent describes the registry systemfor the distribution of

gl obal Il y uni que I nternet address space and registry operations.
Particularly this docunent describes the rules and gui delines governing
the distribution of this address space. This docunent specifies an
Internet Best Current Practices for the Internet Community, and requests
di scussi on and suggestions for inprovenents.

2049 Fr eed Nov 96 Mul ti purpose Internet Mail Extensions
(MME) Part Five: Confornmance Criteria
and Exanpl es

This set of docunents, collectively called the Miltipurpose Internet
Mai | Extensions, or MM, redefines the format of nmessages. This fifth
and final docunent describes M M conformance criteria as well as
providing sone illustrative exanples of M ME nessage formats,

acknow edgenents, and the bibliography. [ STANDARDS- TRACK]

2048 Freed Nov 96 Mul ti purpose Internet Mail Extensions
(M ME) Part Four: Registration
Procedur es

This set of docunents, collectively called the Miltipurpose Internet

Mai | Extensions, or MM, redefines the format of messages. This fourth
docunent, RFC 2048, specifies various | ANA registration procedures for
some MM facilities. This document specifies an Internet Best Current
Practices for the Internet Conmunity, and requests discussion and
suggestions for inprovenents.

Elliott I nf or mat i onal [ Page 11]



RFC 2099 Sunmary of 2000-2099 March 1997

2047 Moor e Nov 96 M ME (Ml tipurpose Internet Mi
Ext ensi ons) Part Three: Message Header
Ext ensi ons for Non-ASCI | Text

This particul ar document is the third docunent in the series. It
describes extensions to RFC 822 to allow non-US-ASCI| text data in
Internet nmail header fields. [STANDARDS- TRACK]

2046 Freed Nov 96 Mul ti purpose Internet Mail Extensions
(M M) Part Two: Media Types

This second docunent defines the general structure of the M ME nedia
typing systemand defines an initial set of nmedia types. [STANDARDS-

TRACK]

2045 Fr eed Nov 96 Mul ti purpose Internet Mail Extensions
(M ME) Part One: Format of |nternet
Message Bodi es

This initial document specifies the various headers used to describe the
structure of M ME nmessages. [ STANDARDS- TRACK]

2044 Yer geau Cct 96 UTF-8, a transformation format of
Uni code and | SO 10646

The Uni code Standard, version 1.1, and 1 SO | EC 10646-1:1993 jointly
define a 16 bit character set which enconpasses nost of the world' s
witing systems. UTF-8, the object of this nenp, has the characteristic
of preserving the full US-ASCI|I range. This meno provides information
for the Internet conmunity. This nmeno does not specify an Internet
standard of any ki nd.

2043 Fuqua Cct 96 The PPP SNA Control Protocol (SNACP)
Thi s docunent defines the Network Control Protocols for establishing and

configuring Systens Network Architecture (SNA) over PPP and SNA over LLC
802.2 over PPP. [ STANDARDS- TRACK]
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2042 Manni ng Jan 97 Regi stering New BGP Attribute Types

Thi s docunent describes the process for creating new BGP attribute type
codes. Basic attribute type codes are described in RFC 1771, pages 12
through 15. These, and new attribute type codes that are used in the
Internet are registered with the ANA.  This neno provides information
for the Internet conmmunity. This nmeno does not specify an Internet
standard of any ki nd.

2041 Nobl e Cct 96 Mobi | e Network Tracing

This RFC argues that nobile network tracing provides both tools to

i mprove our understanding of wreless channels, as well as to build
realistic, repeatable testbeds for nobile software and systens. This
meno provides information for the Internet community. This neno does
not specify an Internet standard of any kind.

2040 Bal dwi n Cct 96 The RC5, RC5-CBC, RC5-CBC-Pad, and
RC5- CTS Al gorithns

Thi s docunent defines four ciphers with enough detail to ensure
interoperability between different inplenmentations. This neno provides
information for the Internet conmunity. This neno does not specify an
Internet standard of any kind.

2039 Kal bfl ei sch Nov 96 Applicablity of Standards Track MBs to
Managenment of World Wde Wb Servers

Thi s docunent was produced at the request of the Network Managenent Area
Director following the HTTP-MB BOF at the 35th | ETF neeting to report
on the applicability of the existing standards track M Bs to nmanagenent
of WAV servers. This neno provides information for the Internet
community. This nenp does not specify an Internet standard of any kind.

2038 Hof f man Cct 96 RTP Payl oad Format for MPEGL/ MPE&R Vi deo

This meno describes a packetization schene for MPEG video and audio
streans. The schene proposed can be used to transport such a video or
audio flow over the transport protocols supported by RTP. [ STANDARDS-

TRACK]
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2037 McC oghri e Cct 96 Entity M B using SMv2

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in the Internet comunity. In
particular, it describes nmanaged objects used for managing nultiple

| ogi cal and physical entities managed by a single SNV agent.

[ STANDARDS- TRACK]

2036 Hust on Cct 96 bservations on the use of Conponents of
the Cass A Address Space within the
I nt er net

This docunent is a comentary on the reconmmendation that | ANA conmence
al l ocation of the presently unall ocated conponents of the COass A
address space to registries, for deploynment within the Internet as

cl ass-1 ess address blocks. This neno provides information for the
Internet conmmunity. This nenp does not specify an Internet standard of
any ki nd.

2035 Berc Cct 96 RTP Payl oad Format for JPEG conpressed
Vi deo

This meno describes the RTP payload format for JPEG video streans. The
packet fornmat is optimzed for real-tine video streans where codec
paraneters change rarely fromfrane to frame. [ STANDARDS- TRACK]

2034 Fr eed Cct 96 SMIP Servi ce Extension for
Ret urni ng Enhanced Error Codes

This meno defines an extension to the SMIP service [RFC 821, RFC-1869]
wher eby an SMIP server augnents its responses with the enhanced mail
system status codes defined in RFC 1893. [ STANDARDS- TRACK]

2033 Myers Cct 96 Local Mail Transfer Protocol

SMIP [ SMIP] [HOST-REQ and its service extensions [ ESMIP] provide a
mechani smfor transferring mail reliably and efficiently. The design of
the SMIP protocol effectively requires the server to nanage a nmi
delivery queue. This neno provides information for the Internet
community. This neno does not specify an Internet standard of any kind.
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2032 Turletti Cct 96 RTP Payl oad Format for H. 261 Video
Streans

This meno describes a schenme to packetize an H. 261 video stream for
transport using the Real-tine Transport Protocol, RTP, with any of the
underlying protocols that carry RTP. [ STANDARDS- TRACK]

2031 Hui zer Cct 96 | ETF-1SCC rel ati onship

This meno summari ses the issues on IETF - | SCC rel ati onshi ps as the have
been di scussed by the Poi sed Worki ng Group. The purpose of the docunent
is to gauge consensus on these issues. And to allow further discussions
where necessary. This nmeno provides information for the Internet
community. This neno does not specify an Internet standard of any kind.

2030 MIls Cct 96 Si npl e Network Tine Protocol (SNTP)
Version 4 for 1Pv4, I Pv6 and OS

Thi s menorandum descri bes the Sinple Network Time Protocol (SNTP)
Version 4, which is an adaptation of the Network Time Protocol (NTP)
used to synchroni ze conputer clocks in the Internet. This neno provides
information for the Internet conmunity. This nenp does not specify an

I nternet standard of any ki nd.

2029 Speer Cct 96 RTP Payl oad Format of Sun’s Cell B Video
Encodi ng

This meno describes a packetization schene for the Cell B video encodi ng.
The schene proposed allows applications to transport Cell B video flows
over protocols used by RTP. This docunent is neant for inplenentors of
video applications that want to use RTP and Cel | B. [ STANDARDS- TRACK]

2028 Hovey Cct 96 The Organi zations Involved in the | ETF
St andards Process

Thi s docunent describes the individuals and organi zations involved in
the I1ETF. This includes descriptions of the | ESG the | ETF WrKking
Groups and the rel ationship between the | ETF and the Internet Society.
This docunent specifies an Internet Best Current Practices for the
Internet Conmunity, and requests discussion and suggestions for

i mprovenents.
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2027 Gal vin Cct 96 | AB and | ESG Sel ection, Confirmation, and
Recal | Process: Qperation of the
Nom nating and Recall Conmittees

The process by which the menbers of the | AB and | ESG are sel ect ed,
confirned, and recalled has been exercised four tines since its forma
creation. The evolution of the process has relied principally on ora
tradition as a neans by which the | essons | earned could be passed on to
successive comittees. This docunment is a self-consistent, organized
conpilation of the process as it is known today. This docunent
specifies an Internet Best Current Practices for the Internet Conmmunity,
and requests discussion and suggestions for inprovenents.

2026 Br adner Cct 96 The I nternet Standards Process --
Revi sion 3

This meno docunents the process used by the Internet comunity for the
standardi zati on of protocols and procedures. It defines the stages in
t he standardi zati on process, the requirenents for noving a docunent
bet ween stages and the types of docunents used during this process.
Thi s docunent specifies an Internet Best Current Practices for the
Internet Community, and requests discussion and suggestions for

i mprovenents.

2025 Adans OCct 96  The Sinple Public-Key GSS-API Mechani sm
( SPKM

This specification defines protocols, procedures, and conventions to be
enpl oyed by peers inplenmenting the Generic Security Service Application
Program Interface (as specified in RFCs 1508 and 1509) when using the
Si npl e Public-Key Mechani sm [ STANDARDS- TRACK]

2024 Chen Cct 96 Definitions of Managed Objects for Data
Li nk Swi tching using SMv2

This specification defines an extension to the Managenent |nformation
Base (M B) for use with SNMP-based network managenent. |In particul ar
it defines objects for configuring, nonitoring, and controlling Data
Link Switches (DLSw). [ STANDARDS- TRACK]

Elliott I nf or mat i onal [ Page 16]



RFC 2099 Sunmary of 2000-2099 March 1997

2023 Haski n Cct 96 IP Version 6 over PPP

Thi s docunent defines the method for transm ssion of |IP Version 6 [2]
packets over PPP links as well as the Network Control Protocol (NCP) for
est abl i shing and configuring the 1 Pv6 over PPP. [ STANDARDS- TRACK]

2022 Armtage Nov 96 Support for Multicast over UNI 3.0/3.1
based ATM Net wor ks.

This meno describes a nmechanismto support the nulticast needs of Layer
3 protocols in general, and describes its application to IP nulticasting
in particular. [STANDARDS- TRACK]

2021 Wal dbusser Jan 97 Renot e Network Nbnitoring Managenent
I nformati on Base Version 2 using SMv2

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in TCP/|P-based internets. In
particular, it defines objects for nanagi ng renote network nonitoring
devi ces. [ STANDARDS- TRACK]

2020 Flick Cct 96 Definitions of Managed Objects for | EEE
802. 12 Interfaces

This meno defines a portion of the Managenent |nformation Base (MB) for
use with network managenent protocols in TCP/IP-based internets. In
particular, it defines objects for managi ng network interfaces based on
| EEE 802.12. [ STANDARDS- TRACK]

2019 Crawford Cct 96 A Method for the Transm ssion of |Pve
Packets over FDDI Networks

This meno specifies the MIU and frane format for transm ssion of |Pv6

[1 PVv6] packets on FDDI networks, including a nmethod for MU

determination in the presence of 802.1d bridges to other nedia.

[ STANDARDS- TRACK]

2018 Mat hi s Cct 96 TCP Sel ective Acknow edgnent Options

Thi s neno proposes an inplenmentation of SACK and discusses its
performance and rel ated issues. [ STANDARDS- TRACK]
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2017 Freed Cct 96 Definition of the URL
M ME External - Body Access- Type

This meno defines a new access-type for nessage/ external -body M ME parts
for Uniform Resource Locators (URLs). [ STANDARDS- TRACK]

2016 Dai gl e Cct 96 Uni f orm Resource Agents (URAs)

Thi s paper presents an experinental architecture for an agent system
that provides sophisticated Internet information access and managenent.
This meno defines an Experinental Protocol for the Internet comunity.

2015 El ki ns Cct 96 M ME Security with Pretty Good Privacy
(PGP)

Thi s docunent describes how Pretty Good Privacy (PGP) can be used to
provi de privacy and authentication using the Miltipurpose |Internet Mail
Extensi ons (M ME) security content types described in RFC1847.

[ STANDARDS- TRACK]

2014 Weinrib Cct 96 | RTF Research Group Cuidelines and
Procedures

Thi s docunent describes the guidelines and procedures for fornmation and
operation of | RTF Research Goups. It describes the relationship

bet ween | RTF participants, Research G oups, the Internet Research
Steering Goup (IRSG and the Internet Architecture Board (1 AB). This
docunent specifies an Internet Best Current Practices for the Internet
Communi ty, and requests discussion and suggestions for inprovenents.

2013 McC oghri e Nov 96 SNWPv2 Managenent | nformati on Base for
the User Datagram Protocol using SMv2
This docunent is the MB nodul e which defines nmanaged objects for

managi ng i npl ement ati ons of the User Datagram Protocol (UDP).
[ STANDARDS- TRACK]
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2012 McC oghri e Nov 96 SNMPv2 Managenent | nformation Base for
t he Transm ssion Control Protocol using
SM v2

This docunent is the MB nodul e which defines nmanaged objects for
managi ng i npl ementati ons of the Transni ssion Control Protocol (TCP)
[ STANDARDS- TRACK]

2011 McC oghri e Nov 96 SNMPv2 Managenent | nformati on Base
for the Internet Protocol using SMv2

This docunent is the MB nodul e which defines nanaged objects for
managi ng i npl ementati ons of the Internet Protocol (IP) and its
associ ated Internet Control Message Protocol (I1CWP). [ STANDARDS- TRACK]

2010 Manni ng Cct 96 Qperational Criteria for Root Name
Servers

Thi s docunent specifies the operational requirenents of root nane
servers, including host hardware capacities, nanme server software
revi sions, network connectivity, and physical environnment. This nmeno
provides information for the Internet community. This nmeno does not
specify an Internet standard of any kind.

2009 I m elinski Nov 96 GPS- Based Addressing and Routing

Thi s docunent describes a possible experinent with geographi c addresses.
It uses several specific | P addresses and donain nanes in the discussion
as concrete exanples to aid in understanding the concepts. This nmeno
defines an Experimental Protocol for the Internet community.

2008 Rekht er Cct 96 I mplications of Various Address
Al'l ocation Policies for Internet Routing

The purpose of this docunent is to articulate certain rel evant
fundanmental technical issues that must be considered in formul ating

uni cast address allocation and managenent policies for the Public
Internet, and to provide recommendations with respect to these policies.
This docunent specifies an Internet Best Current Practices for the
Internet Conmunity, and requests discussion and suggestions for

i mprovenents.

Elliott I nf or mat i onal [ Page 19]



RFC 2099 Sunmary of 2000-2099 March 1997

2007 Fost er Cct 96 Cat al ogue of Network Training Materials

The purpose of this docunent is to provide a catal ogue of quality
Network Training Materials for use by Internet trainers in training
their users. This neno provides information for the Internet conmmunity.
This meno does not specify an Internet standard of any ki nd.

2006 Cong Cct 96 The Definitions of Managed Objects for
I P Mobility Support using SMv2

This meno defines the Managenent Information Base (MB) for use with
net wor k managenent protocols in TCP/|IP-based internets. 1In particular
it describes nmanaged objects used for managi ng the Mobil e Node, Foreign
Agent and Home Agent of the Mbile I P Protocol. [ STANDARDS- TRACK]

2005 Sol onon Cct 96 Applicability Statenent for IP Mbility
Suppor t

As required by [RFC 1264], this report discusses the applicability of
Mobile IP to provide host nobility in the Internet. |In particular, this
docunent describes the key features of Mbile I P and shows how t he

requi renents for advancenent to Proposed Standard RFC have been
satisfied. [ STANDARDS- TRACK]

2004 Per ki ns Cct 96 M ni mal Encapsul ation within I P

Thi s docunent specifies a method by which an | P datagram nay be
encapsul ated (carried as payload) within an | P datagram wth |ess
overhead than "conventional" |P encapsul ation that adds a second IP
header to each encapsul ated datagram [ STANDARDS- TRACK]

2003 Per ki ns Cct 96 | P Encapsul ation within IP

Thi s docunent specifies a method by which an | P datagram nmay be
encapsul ated (carried as payload) within an | P datagram [ STANDARDS-

TRACK]
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2002 Per ki ns Cct 96 | P Mobility Support

Thi s docunent specifies protocol enhancenents that allow transparent
routing of I P datagranms to nobile nodes in the Internet. [ STANDARDS-

TRACK]

2001 St evens Jan 97 TCP Slow Start, Congestion Avoi dance,
Fast Retransnit, and Fast Recovery
Al gorithns

Modern inpl ementations of TCP contain four intertwi ned al gorithns that
have never been fully docunented as |Internet standards: slow start,
congestion avoi dance, fast retransnmit, and fast recovery. [ STANDARDS-

TRACK]
2000 . A B Feb 97 | NTERNET OFFI Cl AL PROTOCOL STANDARDS
This meno describes the state of standardi zation of protocols used in
the Internet as determined by the Internet Architecture Board (I AB).
This nmeno is an Internet Standard.
Security Considerations

Security issues are not discussed in this nmeno.
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